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This is a brief glossary of some terms used in the Guide
App: an abbreviation of ‘application’, apps are self-contained software programs for mobile devices.
Bluetooth: Short-range wireless networking. Range varies depending on the device, with a maximum of approximately 100 metres, although most people tend to use it at a range of less than 10 metres.
BYOD: ‘bring-your-own-device’ where individuals use their own technologies in work settings, as opposed to devices being supplied by the employer.
Cell, cellular: the technology supporting mobile telephony and other services based on grids of network towers that create cells of data connectivity between them.
Cloud-based computing: computing in which many of the application and storage resources are not based on the user’s computer or even in company or hospital file server, but rather on third-party’s computers accessible through the Internet.  DropBox and Google Docs are examples of cloud-based computing. 
Connectivism: A learning theory in which learners are encouraged to network and interact directly with each other and with others who are not directly involved in the course.  Much of the interaction happens through electronic media.  The process of teaching is aimed strongly towards facilitation rather than instruction, and the process of learning is strongly aimed at knowledge creation. 
Digital professionalism: professional behaviour mediated by, expressed in, and related to the use of digital media.
EMR, EHR: electronic medical record, electronic health record. Sometimes but not always regarded as synonymous.
Internet of things (IOT): The network of consumer objects embedded with electronic connectivity over the Internet.  This will include devices not usually considered computers, such as smart watches, home thermostats, home alarm systems, and can also extend to any object. 
Learning Management System (LMS): (aka Virtual Learning Environments (VLEs).  A web-based system allowing for instructors and learners to interact and perform academic activities.  Typical examples of LMSs include Blackboard, Moodle and Sakai. 
Mobile device:  Hardware devices like the iPhone or a Tablet computer.  Sometimes, by inference, their function.
Mobile technology:  A broader concept than mobile device, one which includes software (apps), operating systems (such as Android and iOS), and the related infrastructure and technical protocols that support mobile device usage.
Operating System (OS): Software installed on a computing device that is necessary for computer applications to run.  The two most common mobile OSs are currently Android (currently developed by Google) and iOS (developed by Apple). 
Phablet: smartphone with a large tablet-like screen
QR Code (Quick Response Code):  A two-dimensional (or matrix) bar code, consisting of black square dots arranged in grid on a white background.  The QR Code can be read by a mobile device. 
Responsive Web Design (RWD): An approach to web-page design aimed at increasing ease of viewing and interaction with minimal scrolling, panning and re-sizing, and also allowing for use on a range of devices from desktop computers to mobile devices.
SaaS (“software as a service”): Cloud-based computing, sometimes free (e.g. Google Docs), and sometimes part of a service for which a fee has been paid.
Smartphone: a handheld computing device that includes telephony services.
Software Development Kit (SDK): A set development tools for developing computer software and mobile apps.  Typically, each operating system will have its own SDKs.
Tablet: a handheld computing device, larger than a phablet, whose entire front surface is a screen. Some tablets include telephony services.
Überveillance: This is the “technological scenario of converging various types of sensors into an implantable device beneath the skin. In layman’s terms, überveillance is a kind of closed-circuit television on the “inside” looking out, rather than on the “outside” looking down. (Michael et al. 2015).
Virtual Learning Environment (VLE): See Learning Management System.
Virtual private network (VPN): a way of creating a secure connection between a device and a network (such as that of a university or hospital) at a distance.  VPNs can also be used by individuals to connect to the Internet via proxy servers in orer to disguise their location.
WiFi: Wireless networking computing, usually, but not exclusively, in a local network.
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