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Abstract—To realize preventive and personalized medicine, 
large numbers of consumers must pool health information to 
create datasets that can be analyzed for wellness and disease 
trends. To date, consumers have been reluctant to share personal 
health information for a variety of reasons. To explore how 
financial rewards may influence data sharing, the concept of 
Markets of Data (MoDAT) is applied to health information. 
Results from a global online survey show that a previously 
uncovered group of consumers exists who are willing to sell their 
de-identified personal health information. Incorporating this 
information into existing health research databases has the 
potential to improve healthcare worldwide. 
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I. INTRODUCTION 
     Globally, healthcare is regionalized, populations are aging, 
and individuals are increasingly more educated about 
healthcare issues. Consumers are also seeking pricing 
transparency to purchase value-based, rather than fee-based 
healthcare. Personal health information can accelerate next 
generation health services in response to these changing 
requirements. This study explores the possibility of 
exchanging personal health information in return for personal 
financial reward. 
 
     Benefits from information sharing between health agencies 
have been documented. For example, the Premier healthcare 
alliance claims that sharing outcomes data saved 92,000 lives 
and $9 billion over the four and a half year study period. 
Nationwide, hospitals could save a projected 950,000 lives 
and $93 billion over a five-year period [1]. In the U.S., 
government-sponsored programs are underway to develop an 
interoperable data infrastructure to link health providers 
nationally [2][3]. In June 2013, an InfoSys survey showed that 
only 58% of U.S.-based respondents were willing to share 
personal or family medical history with healthcare 
professionals [4]. Other surveys have found that consumers 
are more willing to share health data. In a March 2013 survey, 
Cisco found that 74% of consumers were willing to participate 
in remote health services and cloud-based storage of their 
personal health data [5]. Sharing health information is 
acknowledged to be more complex than in other areas such as 

consumer spending and financial data, where similar privacy 
concerns exist [6][7]. New participant-centered models 
suggest that sharing is more likely to occur when individuals 
have the power to select the conditions under which they share 
[8]. International coalitions such as the Global Alliance for 
Genomics and Health also have a role to ensure 
interoperability of genomic and clinical data, whether shared 
or sold [9]. 
 

II. DESCRIPTION AND METHODS 
     The objective of this study was to investigate how 
consumer attitudes toward sharing health information may 
change if a financial reward was offered. Two key questions 
guided the online survey developed for this research: 
 

1. If identifying information such as name, age, etc. is 
removed, will consumers share genomic, medical and 
health information for research purposes? 

2. Are consumers more or less motivated to share their 
health information if a financial reward is offered? 

	
  	
  	
  	
  	
  Other questions attempted to gauge what data types and 
with whom consumers are willing to share. These questions 
were repeated after asking if a financial reward would 
influence information sharing preferences. Finally, 
participants were asked to select an approximate dollar 
amount in exchange for their health information. 
 
     The study was conducted using Ask Your Target Market 
(AYTM) an online market research tool with a worldwide 
panel of 20MM consumers. For this survey, a global panel of 
400 participants was selected at random by AYTM. Questions 
were based on a previous health information sharing survey 
[10]. Participants were not consented, and responses were 
published in accordance with AYTM’s consumer panel 
privacy policy [11]. The only inclusion criterion was self-
declaration to be at least 18 years of age. All responses are 
anonymous and not personally identifiable. 
 



III. RESULTS 
     During the survey time frame of July 19, 2014 from 08:26 
to 10:06 UTC, 400 participants answered a seven question 
survey and provided approximately 5,700 data points in less 
than two hours. 

A. Demographics 
     Responses were received from 59 countries and from all 
seven continents except Antarctica. Using the United Nations 
geoscheme, responses by continent were: Asia (40%); Europe 
(35%); North America (17%); Africa (5%); Oceania (2%); 
South America (2%) (Figure 1). Eleven countries (Croatia, 
India, Indonesia, Italy, Malaysia, Pakistan, Philippines, 
Poland, Romania, United Kingdom, United States) provided 
ten or more responses. Most respondents had completed at 
least four years of college (64%), with 39% reporting a 
Master’s level education or higher. Top areas of employment 
were “other” (30%), IT (17%) and student (11%) (Figure 2). 
The majority of the respondents were employed full-time 
(53%). Over half of the respondents reported a household 
income of less than $25,000 USD, and at least 20 responses 
were received for all household income levels up to $100,000 
USD (Figure 3). 
 
     The self-reported gender of the respondents was 61.5% 
female and 38.5% male (Figure 4). Age cohorts were banded 
in 5-year increments from 20 to 90+ years; the first cohort also 
included 18 and 19 year-olds (n=13). Age cohorts between 20 
to 74 years received at least three responses in each age band, 
and the cohorts from 75 to 90+ received zero responses. The 
average age cohort was 30-34 years, and the pseudo median 
was 26.6 years (Figure 5). 

B. Willingness to Share 
     Seven questions explored participants’ willingness to share 
health information. The question “If I could remove my name, 
age, etc. from my health information, I would share it...” 
received 400 responses: 50% responded “yes”; 33% 
responded “in some cases”; and 17% responded “no.” (Figure 
6). The next question asked with whom respondents were 
willing to share health information: my doctor or healthcare 
provider (50.3%); family members (48.7%); non-profit 
research organizations (43%); universities and academic 
institutions (41.2%); insurance companies (26.8%); national 
databanks (25%); for-profit companies (23.7%); everyone 
(18.9%); other (7.2%); none of the above (6.3%) (Figure 7). 

C. What to Share 
When asked about sharing health information, participants 

responded that they would share the following data types “if I 
could remove my identifying information”: diseases and 
conditions (53%); medications (47%); diet (47%); exercise 
(47%); traits (41%); genomic data (37%); electronic medical 
records (35%); other (14%); none of the above (11%). The 
respondents’ average “willingness to share” across the data 
types surveyed was 37% (Figure 8). 

D. Exchanging Health Information for Financial Reward 
     When asked about being more likely or less likely to 
exchange health information in return for financial reward, 
about two-thirds were more likely, approximately one-quarter 
would be neither more likely nor less likely, and less than 10% 
would be less motivated (Figure 9). 

E. Willingness to Sell with Reward 
     When asked about selling health information with financial 
reward, participants responded that they would sell data “if I 
could remove my identifying information” to: universities and 
academic institutions (37%); hospitals or healthcare systems 
(37%); non-profit research organizations (36%); doctors or 
healthcare providers (35%); for-profit companies (30%); 
national databanks (29%); insurance companies (27%); anyone 
who will pay me (26%); none of the above (17%); other (8%) 
(Figure 10). 

F. What to Sell with Reward 
     When asked about selling health information with financial 
reward, participants responded that they would share the 
following data types “if I could remove my identifying 
information”: medications (47%); diseases and conditions 
(45%); exercise (42%); diet (41%); traits (for example, eye 
color) (37%); electronic medical records (35%); genomic data 
(DNA) (32%); none of the above (18%); other (11%). The 
respondents’ average “willingness to share” with financial 
reward across the data types surveyed was 34% (Figure 11).  

G. One-time Payment 
     Respondents expected to receive the following one-time 
payment amount (USD) in exchange for their health 
information: $0 – 50 (14%); $51 – $100 (20%); $101 - $200 
(18%); $201 - $500 (16%); $501 - $1000 (10%); greater than 
$1000 (22%); other (3%); would not sell their health 
information (18%) (Figure 12). 
 

IV. DISCUSSION AND LIMITATIONS 
     This section discusses a number of limitations of the study, 
and highlights several general themes. Regarding the survey 
instrument, all questions received at least one response. The 
high survey response rate can in part be attributed to the self-
selected nature of the participants, who were paid to answer 
the survey. The amount paid to each participant is unknown, 
but the cost for each completed survey response was $0.75 
USD. A number of known limitations exist surrounding the 
use of self-reported data, including bias that is introduced by 
surveying only Internet-connected consumers [12][13][14]. 
The greatest limitation of the study is that the number of 
respondents per country is relatively small, with only 11 
countries providing more than ten responses. This limitation 
can be addressed by using “custom balancing” from AYTM. 
This feature ensures a minimum number of responses per 
desired trait. Age cohort correlations were performed against 
several variables where at least 20 responses were available 
within each age band (ages 18 – 49). Drawing conclusions for 



participants who are age 50 and older should be considered 
unreliable due to the small number of responses in each age 
group (n=8.4 on average). Finally, with 64% of all participants 
reporting the completion of at least four years of college, the 
respondents’ education level is much higher than the global 
tertiary education enrollment average of 25% [15]. 
Generalizing these results requires additional research across a 
broader population with more diverse educational 
backgrounds. In addition to these limitations, a number of 
general themes emerged that may influence how and when 
consumers share or sell their health information, discussed 
below. 

A. Age-related Sharing 
     For age cohorts with more than 20 responses (ages 18 – 
49), a strong correlation exists between age and receiving a 
financial reward in exchange for health information. The 
influence of financial reward decreases significantly with age 
(r-value = -0.93, linear R2 = 0.87) (Figure 13). A less 
significant correlation exists between age and the one-time 
expected payment. The expected payment follows an inverted 
parabolic curve that appears to peak around age 40 (r-value = 
0.49, parabolic R2 = 0.68) (Figure 14). 

B. Sharing and GDP 
     Gross Domestic Product (GDP) appears to have a mild 
predictive effect on the average expected one-time payment in 
exchange for health information. By using the 11 countries 
with at least ten responses and then eliminating the two 
countries with the lowest and highest one-time payment 
amounts (Pakistan and United States, respectively), the 
average one-time payment amount decreases linearly from 
$250 to $100 as GDP increases from $56B (Croatia) to 
$2,471B (United Kingdom) (linear R2 = 0.46) (Figure 15) 
[16]. The United States confounds this analysis with an 
average expected payment of over $300. This information 
may be useful in shaping MoDAT pricing in these countries. 

C. Data Markets for Health Information 
     Ohsawa and co-authors envision a Market of Data 
(MoDAT) where data can be “sold, opened free, or shared 
after negotiation.” Negotiation between parties is based on 
physical or virtual “data jackets” that contain metadata, 
sample data and other instructions to facilitate transactions 
between buyers and sellers [17][18]. An emerging dimension 
in data selection may involve the use of prediction markets, 
which can beat polls or experts in terms of prediction accuracy 
[19]. CrowdMed is an example of prediction markets used in 
healthcare. Patient “case solvers” place stock market-like bets 
that raise and lower probabilities of potential solutions for 
consumers with complicated health issues [20]. 
 
     Finding companies who are willing to pay consumers 
directly for their health information remains a challenge. In 
the U.S., companies such as Miinome had planned to build a 
platform to allow consumers “to possibly cash in on the value 
of their DNA by selling the data back to marketers and 
researchers” [21]. Instead, the company now markets “genetic 

enlightment” for wellness and lifestyle choices based on 
genetic profiles [22]. Other projects, such as the Hub of All 
Things (HAT) aims to develop “a platform for securely 
storing the totality of data and providing a safe place in which 
to trade it.” By connecting previously disparate data elements, 
HAT believes that businesses can create new experiences for 
consumers in exchange for their “time, attention, endorsement 
and data” [23]. 
 
     On the other hand, U.S.-based companies such as 
Axciom, Epsilon and Experian broker the sale of consumer 
information on a large scale. In these cases, consumers do not 
receive any financial reward. In two recent contemporary 
accounts, expectant mothers uncovered how companies traded 
health information about their pregnancies, demonstrating a 
clear market for health information [24][25]. Maintaining 
privacy and interacting with the Internet was difficult, and 
remains one of the largest obstacles to health information 
sharing. 

D. Privacy and De-identified Information 
     The privacy paradox is the idea that consumers are worried 
about their privacy, but choose to disclose information despite 
their reservations. Acquisti and co-authors present evidence 
that privacy concerns follow a U-shaped distribution that 
cluster around extreme focal points [26]. Although some 
researchers believe that a growing privacy movement will 
require stricter controls [27], privacy preference research in 
social network sites shows that consumers become more 
relaxed with sharing over time [28][29]. The results from the 
current study indicate a high willingness to share health 
information with physicians, family members, and non-profit 
research institutions, despite privacy concerns. Similarly, the 
survey results suggest that certain consumers are willing to 
sell their health information to universities and academic 
institutions; hospitals and healthcare systems; and non-profit 
research organizations. In both cases, the questions in this 
survey assume that health information has been de-identified. 
Although providing an assurance of privacy has been shown 
to be important, it cannot be guaranteed [30][31]. 

E. Motivation / Value Proposition 
     For participants, both motivation and the amount of data 
shared appear to increase when a financial reward is offered 
(Figure 16). Monetizing the sharing process produced a 
surprising result, demonstrating that an alternative source of 
health information may exist. If true, creating a pool of health 
data from individuals willing to sell their health information 
could produce results for many.  
 

V. CONCLUSIONS 
     Sharing health information is critical to the realization of 
preventive and personalized medicine. Key challenges include 
maintaining privacy and permission-based sharing so 
consumers can determine how and when health information 
will be shared. The results from this study indicate a strong 
willingness to share and sell personal health information in the 



population surveyed. A critical mass of these consumers will 
enable next generation healthcare services, ultimately leading 
to improved health outcomes for all. 
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